
 

 

 

Security Policy 

 

To ensure compliance with the ISPS Code and Act A1316, the APO has 

adopted a security policy in line with the code. This policy is designed to meet 

the security objectives as laid down by the APO. Therefore, specific security 

policy, systems, procedures, and guidelines are required to be aligned with this 

commitment and policy. 

The ISPS Code Security Policy is duplicated in full as follows: 

Security Policy 

It is the policy of Senari Synergy Port Sdn. Bhd. to take appropriate physical 

security measures – consistent with Statutory National and International 

Requirements, such as the ISPS Code and Act A1316 Merchant Shipping 

(Amendment and Extension) 2007to protect our staff, contractors, visitors, Port 

Users, assets, intellectual property, processes, products and all other forms of 

our business and operation activities against internal and external threats. 

Policy Objectives 

a) The primary security objective is to enable the operations to run with 
minimal security risk to its personnel, property, and other assets. 

b) The security base line control involves prevention and risks assessment. 
c) To prevent unauthorized access to our premises and facilities. 
 

Strategy: 

In full compliance with legislative requirements, such as the ISPS Code and 

ACT A1316 and aligned with our Group’s HSSE Standards, we will strive to: 

a) Protect all our assets against damage or loss. 
b) Report all security incidents and losses. 
c) Investigate all security incidents and losses, identify control weaknesses, 

and      improve security measures to prevent further recurrence. 
d) Implement security measures to safeguard our property and premises. 
 

Promote security awareness amongst all our staff, contractors, visitors, and 

other Port Users. 

It is the Company practice that all staff, contractors, visitors, and Port Users will 

be bound by the provisions of our Marine Facility Security Plan. 

 


